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1. 
Discussion
As specified in Solution 6.1 (see clause 6.6.1.1.5 "How the UE determines the required SSC mode") there are two methods for the UE to determine the SSC mode required by an application:
1. The application itself indicates the type of required session continuity by using the sockets API extensions specified in RFC 3493, RFC 3542 and in draft-ietf-dmm-ondemand-mobility.
2. The application does not indicate the type of required session continuity but the lower layers in the UE determine the session continuity type based on provisioned policy. This policy is called SSC Mode Selection Policy (SSCMSP).

When an application requests data transmission (e.g. opens a new network socket), the UE determines the SSC mode associated with this application with one of the above methods and:

a. If the UE has already an active PDU session that matches the SSC mode associated with the application, then the UE routes the data of the application within this PDU session; otherwise

b. The UE requests the establishment of a new PDU session with an SSC mode that matches the SSC mode associated with the application.

As an example, the SSC Mode Selection Policy (SSCMSP) can contain the following rules:

Rule 1, priority 1: App = com.example.skype, Required continuity type = SSC mode 3.


Rule 2, priority 2: App = com.example.web.server, Required continuity type = SSC mode 1.


Rule 3, priority 3: Protocol = TCP; DstPort = 80, Required continuity type = SSC mode 2.


Default rule: Default continuity type = SSC mode 2.

Since it is expected that the majority of UE applications will not support the above method 1, it is proposed to agree that the UE may be provisioned with SSC Mode Selection Policy (SSCMSP). More specifically, the following changes to TR 23.799 are proposed.
Start of changes
8.6
Interim Agreements on Key Issue #6: Support for session and service continuity and efficient user plane path
The following bullets are the current status of agreements on key issue 6:
x1.
It shall be possible for the operator to provision the UE with SSC Mode Selection Policy (SSCMSP). This policy can be used by the UE to determine the type of SSC mode associated with an application or group of applications. When an application requests data transmission (e.g. opens a network socket) and the application itself does not specify the required SSC mode, the UE determines the SSC mode associated with this application by using the SSCMSP and:
a)
If the UE has already an active PDU session that matches the SSC mode associated with the application, then the UE routes the data of the application within this PDU session unless other conditions in the UE do not permit the use of this PDU session. Otherwise, the UE requests the establishment of a new PDU session with an SSC mode that matches the SSC mode associated with the application.
End of changes
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